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Abstract - Network restoration is often done at the
electronic layer by rerouting traffic along a redundant path.
With Wavelength Division Multiplexing (WDM) as the
underlying physical layer, it is possible that both the primary
and backup paths traver se the same physical links and would
fail simultaneously in the event of a link failure. It is
therefore critical that lightpaths are routed in such a way that
a single link failure would not disconnect the network. We
call such a routing survivable and develop algorithms for
survivable routing of a logical topology. We prove necessary
and sufficient conditions for a routing to be survivable and
use this condition to formulate the problem as an Integer
Linear Program. We use our new formulation to route
various logical topologies over a number of different physical
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topologies of the networks, one important question is how tc
embed the logical topology onto the physical topology. This
leads to a static version of the routing and wavelengttr
assignment (RWA) problem. In this version of the problem, the
set of lightpaths, defined by the logical topology, are known in
advance. In this context various researchers have developt
RWA algorithms with the goal of minimizing network costs,
including number of wavelengths required, number of
wavelength converters, fiber use, dtj. Since with WDM
each physical fiber link can support many lightpaths (as many a
there are wavelengths on the fiber), once the lightpaths ar
routed on the physical topology, it is possible (or in fact, likely)
that two or more lightpaths would share the same physical link

topologies and show that this new approach offers a much
greater degree of protection than alternative routing schemes
such as shortest path routing and a greedy routing algorithm.

Hence, the failure of a single physidalk, can lead to the
failure of multiple links in the logical topology. Since protected
logical topologies are often designed to withstand only a single
link failure, it is possible that a single physical link failure could
‘eave the logical topology disconnected.

. Introduction

This paper deals with the problem of routing logical . . . . .
links (lightpaths) on a physical network topology in such a A§ a simple '|Ilustrat|ve.exa.mple, consider t.he logical anld
way that the logical topology remains connected in thehysical topologies shown in Figure 1. The logical topology is
event of single physical link failures (e.g., fiber cut). Thi& N9 W'Fh nodes ordered 1-3-4-5-2-1. .Clearly, such a rinc
is a relatively new view on the Routing and WavelengtFPpOlOgy is 2-connected, and would remain connected if one ¢
Assignment RWA) problem, that we believe to be critical its links failed. The 5 logical links of this ring can be routed on
to the design of WDM-based networks. We call thi€h® Physical topology as shown in Figure la, where eacl
version of the RWA problersurvivable RWA. In a WDM physical link is labeled with the logical link that traverses it.
network the logical topology is defined by a set of noddsor example logical link (1,3) traverses physical links (1,5) anc
and lightpaths connecting the nodes while the physic§'3)' As can be seen from the figure, no physical link support

topology is defined by the set of nodes and the fibéPore than one logical link. Hence, the logical ring would
connecting them. Given the logical and physicarlemai” protected even in the event of a physical link failure.

This work was supported by the Deferdsdvanced Research Projects Agency (DARPA) under the Next Generation Internet
(NGI) initiative. The work of EModiano was also supported by a gift from Intel Corporation.
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(2,1) e recovers from a link failure by restoring the failed physical link,
0 hence simultaneously restoring all of the associated lightpath

@ (3,4) o [2,3,6]. This is often done using optical loop-back protection
[2,3,5]. In contrast, path based protection restores each of tf

(1.3) e e lightpaths independently, by finding an alternative end-to-enc
(4.5) path for each lightpath [2,3,14]. In many cases it is indeec

_ necessary to restore all failed lightpaths. However, in othe
a) Physical topology b) Logical topology cases some level of protection is provided in the electronic laye
Figure 1. Survivable routing of a logical topology ona anq restoration at the physical layer may not be necessary. F
physical topology. example, when the electronic layer consists of SONET rings
Alternatively, had we routed logical link (1,3) onsingle link failures can be recovered throufgopback
physical links (1,2) and (2,3) the routing would no longeprotection at the electronic layer. In this case, providing
be survivable because physical link (1,2) would have farotection at both the optical and electronic layers is somewhe
support both logical links (1,3) and (2,1) hence its failureedundant. Another less obvious example is that of packe
would leave the logical topology disconnectedtraffic in theinternet where multiple electronic layer paths exist
Furthermore, for many logical topologies, no survivabldetween the source and destination and the internet protocol (Il
routings can be found. For example, if the logicahutomatically recovers from link failures by rerouting packets.

topology was a ring with nodesdered 1-4-2-3-5-1then |4 gych cases, a less stringent requirement may be impos
it can be easily seen that no routing exists that cgjh the network — for example that the network remain connecte
withstand a physical link failure. Hence, it is clear thaf, the event of a physical link failure. This approach, of course
although the logical topology of the network may bgs not suitable for all situations. For example, when a network i
connected, once it is embedded on top of a WDM physicghrrying high priority traffic with Quality of Service and
network, it may no longer withstand a physical link failureyrgtection guarantees, it may still be necessary to provide ful
(e.g., fiber cut). restoration. However, when a network is used to support be:

In the context of virtual private networks, the customeeffort internet traffic, guaranteeing connectivity may suffice.
might request from the network provider that theiiThis approach is relatively new in the field of WDM network
lightpaths be routed in such a way that no single physicatotection. A similar design goal was considered in [7], where
link failure would leave their VPN disconnected. Onéheuristic algorithms were developed in order to minimize the
simple way to achieve this goal is to route the lightpaths smmber of source destination pairs that would become
that no two lightpaths share a physical link. Thiglisconnected in the event of a physical link failure. The
seemingly simple solution by itself is difficult to obtain. Inalgorithm in [7] usegabu search procedures to find disjoint
fact, it was shown in [15] that the related problem oélternate paths for all of the lightpaths.

finding disjoint paths for a collection of k source- | this paper we address the problem of routing the
destination pairs is NP-compléte Furthermore, this jightpaths of a logical topology on a given physical topology so
simplified solution can be wasteful of resources. For manyat the logical topology can withstand a physical link failure.
logical topologies, some of the lightpaths can be routgg section Il we formulate the problem and give a necessary an
together while maintaining survivability. sufficient condition for survivable routing. Thisndition, leads

Of course, there has been a significant body of work ito some interesting insights into the survivable routing problen
the area of optical network protection [2-7,14,16]. Mosand allows us to formulate the problem as an Integer Linea
previous work in WDM network protection is focused orProgram (ILP). In section Il we give an ILP formulation for
restoration mechanisms that restore all lightpaths in thiee survivable routing problem. In order to obtain additional
event of a physical link failure. Link based restoratiomsight to the problem, in section IV we focus our attention on
the problem of routing a bi-directional ring logical topology. In
that case we are able to provide a simplified formulation tha
more easily renders a solution. We are also able to obtai
necessary conditions for finding survivable routings for logical

Y In [15] it was shown that the problem of finding node
disjoint paths is NP-complete. This result can be easily
extended to link disjoint paths in directed graphs.
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rings. Finally, we use our ILP formulation to solve the In this work we are concerned with finding routings that are
survivable routing problem for some example networksurvivable. We call a routingurvivable if the failure of any

and compare our results to alternative approaches. physical link leaves the (logical) network connected. Of course
a routing cannot possibly be survivable if the underlying logical

topology is not redundant. The logical topology is redundan:

The physical topology of the network consists of a se(|t.e., 2-connected) if the removal of any logical link does not

Pf no.des N. {LN} and a set of gdges .E where (i,j) is in Eqause the topology to be disconnected. The following theorem:

if a link exists between nodes i and j. We assume a bi- . - .
L . A __give some simple yet useful necessary and sufficient condition

directional physical topology, where if (i,j) is in E so is

. | . for survivability in a network. First we must define the
(i,)). Furthermore, we assume that a failure (cut) g (i

: . . o . , following notions:
will also result in a failure in (j,i). This assumption stems

from the fact that the physical fiber carrying the link from _ A cutis a partition of the set of nodes N into two parts S anc
to j is typically bundled together with that from j to i. S= N- S. Each cut defines a set of edges consisting of thos
Furthermore, in some systems the same fiber is used fiflges in E with one endpoint in S and the other in N-5. W
communicating in both directions. Lastly, we assume thigfer to this set of edges as the cut-set associated with the c
WDM is employed and each physical link (fiber) is<S'N'S>’ or simply theCYSN-S). Let |CS(SN_S] equal the

capable of supporting W wavelengths in each direction. ~ Size of the cut-set SN-S>; that is, the number of edges in the

. . 8ut-set. The following Lemma, also known as Menger's
The logical topology of the network can be descrlbe_l_h 12 lates th fivity of work to the si
by a set of logical nodds, and logical edges, EwhereN, eorem [12], relates the connectivity of a network to the siz¢

is a subset of N and an edge (i,j) is iniEbothi and j are of its cut-sets.

in N, and there exists a logical link between them. Given Lemmal: A logical topology with set of nodes, Mind set of

a logical topology, we wish to find a way to route thedges E is redundant (two-connected) if and only if every non-

logical topology on the physical topology such that th&rivial cut <S,N -S> has a corresponding cut-set of size greate

logical topology remains connected even in the event ofthan or equal to 2.

physical link failure. Proof: (see [12]) Necessity is due to the fact that if any cut-
In order to route a logical link & on the physical S€t consists of only a single link, removal of that link would

topology one must find a corresponding lightpath on thi§ave the topology disconnected. Sufficiency is a direct result o
physical topology between nodes s and t. Such a lightpdfte max-flow min-cut theorenm

consists of a set of physical links connecting nodes s and t Consider a routing for a logical topology given by the
as well as wavelengths along those links. If wavelengtissignment of values to the variabléﬁ1 (for all physical links

changers are available t.hen any wavelength can be used(i(’w and logical links (s,t)) which correspond to the physical
any link. However, without wavelength changers, thﬁnks used to route the various logical links. The following

same wavelength must be used along the route. In tI"\jﬁeorem gives a necessary and sufficient condition for a routini
paper we assume that either wavelength changers age, logical topology to be survivable.
available or that the number of wavelengths exceeds the L ) ) .
. . . Theorem 1: A routing is survivabldf and only if for every
number of lightpaths. This assumption allows us, for now, i i
. - . cut-setCS(S,N -S) of the logical topology the following holds.
to ignore the wavelength continuity constraints and focus ) i ) :
. . Let E(s,t) be the set of physical links used by logical link (s,t),
only on survivable design. ] - i <
i.e., E(s,t) = {(i,j) LU E for which fij =1}. Then, for every cut-
setCSES,N -S),
(i,j) and 0 otherwise. Now in order to find a routing for the N E(st) =0
logical topology, we must find a route for every logical (S,I)DCS(’S,N,_—S) '
link (s,t) in E.. For much of this paper we consider bi-
directional logical topologies where if,(s[0 E so is (t,s). The above condition requires that no single physical isnk
Therefore, implicit in finding a route from s to t is also theshared by all logical links belonging to a cut-set of the logical
route from tto s. topology. In other words, not all of the logical links belonging

to a cut-set can be routed on the same physical link. Thi

Il. Problem formulation

Let fijazl if logical link (st) is routed on physical link
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condition must hold for all cut-sets of the logical topology. The set of constraints above are flow conservation
To prove the theorem we must show that the abowenstraints for routing one unit of traffic from node s to node t.
condition is both necessary and sufficient. Necessity Bquation (1) requires that equal amounts of flow due to
obvious because if there exists a physical link that carriightpath (s,t) enter and leave each node that is not the source
all of the logical links belonging to a cut-set, failure of thatlestination of (s,t). Furthermore, node s has an exogenous inp
link would leave the network disconnected. To see that tleé 1 unit of traffic that has to find its way to node t. There are
condition is also sufficient, notice that the removal of angnany possible combinations of flow variable values that car
physical link leaves at least one logical link in each cut-seatisfy the constraint of g4). Any feasible solution teq(1)

of the logical topology connected. Hence the networkas a route from s to t embedded in it. It is easy to see that if i
must still be connectedm Notice that it is a direct result addition we required that the path length be minimized (i.e..
of the above theorem that if the logical topology was nohin fijSt subject to (1), the solution would also be the
redundant then no routing could be survivable. This is (.)LE

because if the logical topology was not redundant then anique shortest path [11, p.73].

least one cut-set must exist with size equal to 1. The Now in order to find a survivable routing for the logical
failure of the corresponding link would leave the topologyopomgy’ we must find a route for every logical linktsn E, .

disconnected. Using theorem 1, the connectivity requirement can be expresse
[11. Integer Linear Programming formulation using the following constraint,
Using Theorem 1, we are able to formulate the problem 0da,j) OE

f¥ +f3 <|CSN,_ - 9).

of survivable routing of a logical topology on a given OSO N, ’ soc&EN, -5)

physical topology as an Integer Linear Program (ILP).

Given a physical topology and a corresponding logical The above constraint simply states that for all proper cuts o
topology, we wish to find a way to route the logicakhe logical topology, the number of cut-set links flowing on any
topology on the physical topology such that the logicadiven physical link (in either direction) is less than the size of
topology remains connected even in the event of a physit¢he cut-set. This implies that not all logical links belonging to a
link failure. cut-set can be carried on a single physical link and immediatel

In order to route a logical link & on the physical Satisfies Theorem 1.

topol'ogy one must find a corresponding path 9” the If the number of wavelengths on a fiber is limited to W, a
physical topology between nodes s and t. Such a lightpath _ . . .
) i ] ) Capacity constraint can be imposed as follows,
consists of a set of physical links connecting nodes s and t o <
0, j) OE, fi <W.

as well as wavelengths along those links. Lfgﬁzl if s
S, L
logical link (s,t) is routed on physical link (i,j) and 0
otherwise. Clearly fij5t>0 implies that there exists a  There are a number of objective functions that one car

physical link between nodésnd j. When the logical links consider. Perhaps the simplest is to find a survivable routiny
are bi-directional, implicit in finding a route from s to t isthat uses the least capacity. That is, minimize the total numbe

also the route from t to s. Using standard network f|0\9f wavelengths used on all links (i.e., if one link uses 2
formulation finding a route from s to t amounts to routing &/avelengths and another uses three that amounts to a total c«

unit of flow from node s to node t [10]. This can beof 5). An alternative formulation goal may be to minimize the
expressed by the following set of constraints on the valﬁgtal number of physical links used. Such an approach wouls

of the flow variables associated with the logical link (s, ). lend itself to solutions that maximize physical link sharing by
the lightpaths (subject to survivability constraints). Here we

< < El !f S__I focus on the first objective of minimizing total number of
fij - fji =01 if t=1 wavelengths used and the optimal survivable routing problen

1

stliDeE - jseThee - Ho otherwise

can be expressed as the following integer linear program.

Oi ON.
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Minimize fi
(i,1)0E
(s,t)OE,

Subiject to:
a) Connectivity constraints: for each pair
(s)ing:
01 if S=i
- YiE=g1 if =i
jst.(i,))0E jst.(7.)0E HO otherwise
Oi ON.
b) Survivability constraints:
ad, ) OE
(.1) : f* +f3 <|[CS(SN_ - 9)
oso NL (s,t)OCSSN, -S)
c) Capacity constraints
0G,j) OE, APV
(st)UE.

d) Integer flow constraints:fijSt D{O,l}

The above ILP can now be solved using a variety of

techniques. We implemented tHisP using the CPLEX
software package.
techniques for solvingl Ps and is capable of solvingPs

consisting of up to one million variables and constraints

[13]. To illustrate the utility of this approach, we
implemented thdLP for the NSFNET physical topology

shown in figure 2. We attempted to embed random logig

topologies of degree 3, 4, and 5, whes define a logical

topology of degree k to be logical topology where ever

node has degree k

For each, we generated 100 random logical topologi
and used the ILP to find optimal survivable routing on th
NSFNET. Since we are mainly concerned with th
survivable routing, in our implementation we ignored th
capacity constraint (i.e., we assume no waveleng
restriction). Obviously, if needed, the capacity constrain

topologies. In each case we checked to see if the shortest pe
solution yields a survivable routing. This can be accomplishec
by individually removing each physical link and checking to see
if the remaining topology is connected.

Our results are summarized in Table 1. Shown in the tabl
are results for both the Shortest Paths solution (lat&ke) and
the ILP solution (labeled ILP). As can be seen from the table
the ILP was able to find a protected solution for every one of the
random logical topologies. In contrast, the shortest patt
approach resulted i86 out of 100 of the degree 3 topologies
being unprotected. With higher degree logical topologies.
shortest path was able to protect more of the topologies, still 3
and 27 of the random degree 4 and 5 topologies, respectivel
remained unprotected. However, as expected, the ILP solutic
on average required both more physical links and more tote
wavelengths (wavelength*links). This difference in link
requirements appears to be small and well justified by the adde
protection that it provides.

CPLEX uses branch and bound

Figure 2. The 14-node, 2ihk NSFNET.

al Logical | Unprotected | Ave. Ave.
Top's solution links A*links
leegree 3-ILP 100 0 19.55 46.07
nsDegree 3-SP | 100 86 19.31 45.25
eDegree 4 -ILP 100 0 20.30 60.64
pDegree 4 - SP | 100 38 20.17 60.47
e Degree 5-ILP | 100 0 20.50 75.40
:begree 5-SP | 100 27 20.48 75.31

can be easily incorporated into the solution. We alsqgpjle 1. Embedding random logical topologies on the NSFNET

compare our approach to the survivability provided b

y of figure 2.

shortest path routing for the same random logical

0-7803-7016-3/01/$10.00 ©2001 IEEE

352

IEEE INFOCOM 2001



IV. Ring Logical topologies f+ fi<1
We can gain some additional insight into the survivable (sDHE, (sHUE
routing problem by considering special forms of the 0@, j) oL
logical topology. For example, the ring logical topology,
which is the most widely used protected logical topology That is, there can be at most one logical link routed on an
has a special structure that leads to a simpler probleqwen physical link. Note that since the logical links are bi-
formulation. In this section we discuss the special case §fectional, when route (s,t) uses physical link (i,j), implicitly it

embedding ring logical topologies on arbitrary physicafSes the link in both directionsAlso note that since no two
topologies lightpaths can share a physical link, the objective of minimizing

the total number of physical links and that of minimizing the
total number of wavelength*links used are in fact the same (ir
contrast to the general case where a physical link may be us¢
by multiple logical links). The optimal survivable routing
problem for logical rings can be expressed as the followincg
integer linear program:

A unidirectional ring logical topology is an ordered set
of nodes (n.n) where (p n,;) isin g for O<i<L and @,
n,) is also in E. In a bi-directional ring, the reverse
connections (fy, n) and (n,n.) are also in E Since we
focus on protected topologies, here we only consider bi-
directional rings. Hence, for simplicity, we assume that all
links are bi-directional and refer to the pair of links Minimize fijSt
connecting nodes and i, as (R, n,,). Implied in this &{EEL
notation is that the pair of links between two nodes are
treated as a single bi-directional link. It is also possible to  gybject to:
treat the links (R n,,) and (n4,n) as two separate links.

k i . a) Connectivity constraints: for each pair (s,t) in E
That approach is subsumed in the general logical topology

discussion of the previous section. 01 if s=i
Recall that a routing of the logical topology is fijSt - fjiSt = Erl if t=i

survivable if the failure of any physical link leaves the jst.(HOE  jst.(l)OE HO otherwise

(logical) network connected. The following corollary to

Theorem 1 gives a necessary and sufficient condition for a Oi ON.

routing of a bi-directional logical ring to be survivable.

Corollary 1: A bi-directional logical ring is survivable b) Survivability constraints:

if and only if no two logical links share the same physical

link. fif + fjiSt <1
Proof: It can be easily seen that every cut-set of the (e .DE_L (S0
ring logical topology contains exactly two links and every 0@, j) oL
pair of logical links share a cut-set, hence by Theorem 1 no

: st
two logical links can share a physical linm c) Integer flow constralntsfij D{O’l}

Corollary 1 leads to a significant simplification of the  again, the above ILP can now be solved using a variety o
survivability constraints. While in the general logicakearch techniques. While general ILP’s can be rather difficult tc
topology case the survivability constraints were expresseg|ve, this particular ILP is relatively simple. First notice that
in terms of constraints on all of the cut-sets (notice th@fithout the survivability constraints the ILP amounts to solving
there can be as many a%'2such cut-sets). For the ring 5 shortest path problem. The addition of the survivability
topology the survivability constraint can be simplyconstraints make the solution more difficult to obtain. However,
replaced by a capacity constraint on the physical linkghe total number of constraints used is small, relative to the
Specifically we require, exponential number of constraints used in the general cas:

hence the above ILP can be solved very quickly. We were abl
to solve this ILP using the CPLEX software package running or
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a SUNSPARC Ultra 10 machine for 10 node rings in lesthe following must hold. For any cut of the physical topology

than a second. <S, N-S>,
A. Necessary conditions for survivable routing ICS.(SN_9)[z2min(S,|N - 9).

In this section we develop some necessary conditions .
on the physical topology to ensure survivable routing of Theorem 2 says that for all cuts of the physical topology, the

ring logical topologies. Clearly, it is not always pOSsiblémmber of physical links in the cut set must be greater than ¢

to route a logical topology on a given physical topology ilgqual to twice .the number of noc?les on the smaller side o.f. th
a manner that preserves the survivability of the Iogicacdut. The condition of theorem 2 is only a necessary condition

topology. For example, in the case of a ring, there may B’é) prove its necessity we must show that there exists a rin

instances where we cannot find disjoint paths for all of thlggical topology that requires 2 minS{||N-S|) physical links

links. In such cases some of the lightpaths will have f%long the given cut. To show the existence of such a topolog

share a physical link and the ring would not be survivabld/€ construct the following ring. Suppose without loss of

It is interesting to determine under what circumstanceSQFnera“ty that S achieves the minimum BfN-S) and let S

will be possible (or not possible) to find survivablecontain nodesnn, Now, construct a logical ring consisting of
e following links:  {(n’,n),(n,ny), (ny,ny)

routings. Consider any random ring logical topology. Fotnh , o )
any cut <S, N-S> of the physical topology, let JGN-S)| (nsns).(n5.ny)} where nS and ALU(N-S).  Since [N-S]S|,

be the number of physical links along this cut anauch a construction always exists. Figure 3 shows an examp
|CS (S,N-S)| be the number of logical links traversing thgvhere 'S contains 2 r'10des and |N'S|.: 3. A ring with 4 links
same cut. Clearly, in order to be able to route the |ogicHF‘V€rS'”9 the cut-set is constructed using the above procedure.
links along disjoint physical paths, |€S,N-S)| must be

greater than or equal taC$ (S,N-S)|. Hence, for a given

logical topology one requirement is that for all possible

cuts of the physical topologySiN-S>, the following must @
hold, - ™)
ICS(S.N-S)]z |CS(S.N-S)|. (2) 1
The above condition is necessary, but not sufficient to -» (n2)

insure that a survivable routing exists for a particular ring
logical topology.

There are situations where one may want to design a
physical topology that can support all possible ring logical
topologies. One such example may be a service provider
that regularly receives requests for ring topologies. Such a
service provider may want to design the physical topology Shortest path bound: Another useful yet simple lower bound
of his network so that it can support all possible rings in @1 the number of links that the physical topology must contair
survivable manner. Another possible situation is when th& obtained by observing that each link in the logical topology
logical topology can be dynamically reconfigured [8,9] fowill use at least as many physical links as would be required if i
the purpose of load balancing. Here, again, one may wauere routed on the shortest path. Since no logical link can sha
to ensure that the resulting topology can be routed inaaphysical link, the number of physical links in the physical
survivable manner. The following theorem provides &pology must obey the following inequality,
necessary condition on the physical topology for
supporting all possible ring logical topologies in a |E| 2 (o DE|SP(S’t)|'
survivable manner. o

Figure 3. A logical ring that requires the maximum number
of cut-set links.

Theorem 2: In order for a physical topology to support ~ Where, [SP(sf)| is the length (in physical links) of the
any possible ring logical topology in a survivable manneshortest path from s to t.
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B. Logical ring results the average number of links used to route a logical topology wa

We implemented the ILP for the ring logical topology17.8. The greedy algorithm also found a survivable routing fol

using the CPLEX software package. We know from thgll 6 node logical topologies, bgt it cou'ld not find a surwvaple
) . . rgutlng for 61% of the 10 node rings. With shortest path routing
previous section that in order to embed randomly ordere

. . . . 53% of the 6-node ring logical topologies were left unprotectec
logical rings on a physical topology the physical topology i
d 99% of the 10-node rings were left unprotected. As

must be densely connected. Hence, for the analysis in this i
: . : expected, théLP was able to protect many more of the logical
section we consider the 6 and 10 node physical topologiés ] ) ) ’
: . topologies. Of course, this added protection comes at a prict
of figures 4 and 5. Both of these topologies obey thgh test path i q (72 lenaths*link
conditions of Theorem 2 and every node is of degree four. ortest path routing used an average ot /.- wavelengthstin

i . .
Furthermore, it can be shown that both topologies are Z)_r the 6-node rings and 15.5 wavelengths*links for the 10 nodke

connected. We therefore believe that we should be ablerl[rc]JgS’ anly slightly less than the number of links used byllife

find survivable routings for most logical rings. solution. However, shortest path routing used significantly

We attempted to embed all possible 6 and 10 noégwer physical links than thiP solution. This is, of course,

logical rings on the 6 and 10 nodes physical rings. Noticbesca.uslellszortﬁlslt :Jhadttprzutlng at”O\le I|gEtpath.s ttr? sthglre
that there are 120 (5!)6-node logical ring orders and physicalink, while 0€s not. AlSo shown 1n the table

362880 (9!) 10-node logical ring topologies. We used tha © the number of links used by the greedy algorithm. By

ring ILP to determine survivableutings for all of these definition, the g.reec.iy algorithmoes not yield a routln.g when a
. L . . grotected solution is not founthus the number of links used
topologies. In addition, we also considered two simpl

heuristic algorithms for finding a routing for the Iightpathsf:an only be calculated when a protecsediition is obtained. As

The shortest path solution where each lightpatbf the expected, the greedy solut.ion used more links than botth Ehe
logical topology is routed along the shortest path. and the shortest-path solutions.

course, in the case of shortest path, stighgpaths may be
routed along the same physical link. In such cases, the
shortest path approach would result in an unprotected
routing. A somewhat more sophisticated approach is a
greedy algorithm that routes lightpaths sequentially using
the shortest available path. In order to prevent two
lightpaths from sharing a physical link, whenever a
physical link is used for routing lghtpath, it is removed
from the physical topology so that no other lightpaths can

be routed through it. Note that this greedy algorithm is
useful for embedding ring logical topologies since rings
require that no two logical links share a physical link.
Unfortunately a similar approach cannot be used to embed
arbitrary logical topologies since the connectivity of the
logical topology cannot be easily determined by inspecting
the routing of individualightpaths.

Our results are summarized in Table 2. For the 6-node
physical topology, our ILP was able to find a survivable
routing for all 120 logical ring orders. The average
number of physical links used to route a logical topology
was 7.4. Also, since each physical link supports at most
one lightpath, the average number wfavelength*links
used was also 7.4. For the 10-node physical topology, our
ILP was not able to find a survivable routing for 9.3% of
the 362880 logical topologies. When a routing was found, Figure 5.10 node degree 4 physical topology.
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Logical | No protected Ave. Ave. of the greedy algorithm, the number of links used is only
Top's solution links Alinks calcuated in cases where a protected solution is found.
6 node-ILP 120 0 7.4 7.4
6 node - SP | 120 64 (53%) 6.4 7.2 100 e
—---®--""" -
6node-GR | 120 0 8.1 8.1 90 1 o--""" -
10 node-ILP | 362880 | 33760 (9%) 17.8 17.8 g 80¢-"
1%} 70
10 node - SP | 362880 | 358952 (99%) | 11.8 15.5 “g’»
= 601
10 node GR | 362880 | 221312 (61%) | 18.4 N/A § 50
g 20 1 el |LP solution
Table 2. Embedding ring logical topologies on 6 and | § = == Shotest path solution
. ) S 30 —g—— Greedy solution
10 node 3-connected physical topologies. =
c 20 1
=]
Next we consider the 10-node physical topology of 101
figure 5 and attempt to embed random logical ring o = - ./T
topologies of various sizes. We attempted to embed 10,0( 5 & 7 8 s 10
Number of nodes in logical rin
random logical rings of each size between 5 and 10 node— 9 g

For each ring the set of nodes and their order was chosen
at random. Again, we compare the results of our ILP to Figure 6. Fraction of logical ring topologies that cannot be
those obtained using the shortest path routing algorithm Protected on the 10 node physical topology of figure 5.

and the greedy algorithm. In figure 6 we plot the percent of £q extremely large topologies, solving the Integer Linear
logical topologies for which we failed to obtain a protecteﬁ;rogram may become difficult. Thus it would be nice to
routing. As can be seen from the figure, when we used thgiermine what information can be obtained from the Linea
ILP we were able to find a protected routing for 100% obrogramming (LP) relaxation of the problem. The linear
the logical rings of size 5 to 9, and fewer than 10% of thgogramming relaxation will either find (1) no solution exists,
10 node rings were left unprotected. Notice that this Iatt?é) determine a solution with integer flows, or (3) determine a
number is consistent with the results in Table 2. HoweveLqytion with non-integer flows. If the LP relaxation results in
when shortest path routing was used, the majority of thg, sojution, this is a simple way to determine that there is nc
logical topologies were left unprotected. The greedyg|ytion to the ILP either. If the LP relaxation finds an integer
approach was able to protect more of the topologies, buf| tion, then this solution will also be the solution for the ILP.
not nearly as many as the ILP. In Figure 7 we plot the, {he third case where the LP relaxation finds a non-intege
average number of physical links used per logicalg|ytion, one must solve the ILP to determine a survivable
topology. As can be seen from the figure, the shortest pafuting. We solved the LP relaxation for the 6-node and 10-
approach indeed uses fewer physical links. However, al8e cases described above to determine the effectiveness of |
relatively small cost in number of physical links, the ILR p re|axation in solving the integer problem. In the 6-node
solution is able to offer a much greater level of protectioRase 11.6% of the logical topologies resulted in a non-intege
Also notice that the number of wavelengths*links usedo|ytion. The remaining logical topologies produced integer
with the ILP solution is the same as the number of physicgh|ytions. In the 10-node case, 97% of the logical topologie:
links used. In contrast the shortest path solution uses M@k were determined to be unprotectable by the ILP were als
wavelength*links than physical links because somgng to be infeasible by the LP relaxation. Unfortunately, 57%
physical links support multiple wavelengths. As expectedy the ring logical topologies produced non-integer solutions tc
the greedy approach used the most links. Also notice thgk | p relaxation. As mentioned above, to determine &

in the case of the greedy approach, the average numbeggfyivaple routing for these logical topologies requires solving
links represents only those topologies for which g p.

protected routing was found. Hence for those cases the
number of physical links is the same as the number of
wavelengths*links. As mentioned previously tie case
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be useful to find efficientrelaxations and alternative
formulations that yield feasible solutions.
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